aining blank pages.
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1. On completing your answers, compulsorily draw diagonal cross lines on the rem
2. Any revealing of identification, appeal to evaluator and /or equations written eg,

Important Note :

50, will be treated as malpractice.
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Note: Answer any FIVE full questions, choosmg ONE Sfull question ﬁom each module.

ISR

Module—l
Explain Android Forensics open source project. (10 Marks)
Explain Android platform of forensics in brief. . (10 Marks)
OR
Explain the basic commands of Linux used in forensics. (10 Marks)
Explain Internationalization in an android forensics. (10 Marks)
Module-2 .
Explain the boot process of android in detail. (10 Marks)
Explain overview of core components of mqbile device forensics. (10 Marks)
. OR
Explam an Andr01d forensics market in detail. (10 Marks)
Explain the overview of different andro1d devices types in detail. (10 Marks)
Module-3 <
List the manufactures of android devices and explam android updates ; (10 Marks)
Explain android platformin detail. an (10 Marks)
- OR |
Explain specific devices of android. ) (10 Marks)
Explain android OS architecture. ¢ (10 Marks)
|  Module-4
Ilustrate USB debugging and android debug bridge in detail. (10 Marks)
Explain android devices as a data theft targets and different types of data. (10 Marks)
OR
Explain mobile device forensms and SDK in detall (10 Marks)
List techniques, attackers use to compromise data in transit and explain man in the middle
attack. % ey (10 Marks)
Module-5
Explain Android devices as an attack vender. (10 Marks)
Explain the followings:
1) Open source and close source
ii)  Encrypted NAND flash. (10 Marks)
OR
What is security philosophy? List various US Federal computer crime laws and regulation.
(10 Marks)
Explain Remote Device Management in detail. (10 Marks)
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